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Worksheet Section 3

OSI Model
General

1. What does OSI model? 

2. List the seven ideal layers for the OSI model.

3. One of the targets of the OSI model was set out uniform interfaces for applications, modular reliable code and systematic problem solving.  How does the layers of the theoretical model contribute to these goals?

4. Why do most networks break files into packets for transmission?

5. In Ethernet, what does “carrier sense” do?

6. If two nodes transmit simultaneously onto the same cable and generate a network “collision”, how does Ethernet handle the error?

7. What strategy does Token Ring use to prevent network collisions?

8. Why does each node on a network need a unique address?

9. What is a URL?

10. How is a URL converted to an IP address?

11. What are the three main speeds of Ethernet networks?

Ethernet

1. How does the Ethernet design resolve corruption of data when two or more machines transmit at the same time?

2. What important function do Dynamic Name Servers provide?  What flexibility does this provide in network configuration?

3. What does the hierarchical structure of URL’s contribute to organisation of the Internet?

4. The Ping <Address> command is basic diagnostic tool.  How does it work?

MAC Addresses and Packets

1. The MAC address is used to identify every individual network interfaces.  Where is it kept in a computer and is it 100% reliable?

2. Why is the command line statement “IPCONFIG /ALL” a useful diagnostic tool to examine a network interface?

3. The concept of large blocks being subdivided and transmitted as smaller packets of data, incorporating its destination address, is fundamental to modern network design.  How does it contribute to robustness of the Internet (a web of connections) as a communications system?

4. The inclusion in data packets of the sender’s address, and the provision of a checksum, allows any corrupted data to be requested for retransmission.

a. How does this contribute to reducing errors in transmitted data?  

b. Why does some of the data requested by hosts not go this level of checking?

5. Why is there a trade off between reliability and bandwidth concerns?  Use TCP and UDP in a comparison of the two strategies.

Network Addresses and IP Numbers

1. IP numbers are at the very core of the Internet organisation.  Explain the format of an IP number in quad dot format.

2. Why are the IP numbers so critical to the structure of the Internet?

3. Why might DNS servers need to be referred to as IP numbers in network configuration settings?

a. How does the mask value of 255.255.0.0 inform a network technician about what type of network it is?

b. What does it mean if the host computer the technician is working on has an IP of 203.23.12.31?

4. How can subnets and routers keep network traffic congestion down?
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