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Worksheet Section 9

Networking Issues  - Security

1. Describe three ways to protect your password.

2. Define the term ‘Biometrics’. 

3. Name the parts of the human body that can be use to uniquely identify a person.

4. Compare and contrast security measures based on biometric methods and other computer security measures.

5. Why is it important to have a comprehensive backing up procedure in place?

6. Describe the different storage media that can be used for backing up files. 

7. Describe a situation where each storage media you identified would be the most appropriate to use.

8. How often should you update your anti-virus software? Why?

9. What is the advantage of using encryption when communicating data?

10. Describe some situations when using encryption to protect the data is desirable.

11. What is a firewall? What does it do?

Networking Issues  - Privacy

Identify the main points of these privacy legislations: The Privacy Act 1988 and The Privacy Amendment (Private Sector) Act 2000.

Networking Issues  - Ethics

1. Should it be illegal to copy software without paying for it? Does it make a difference if “everyone does it”?

2. Why shouldn’t people use their network to send jokes to a mass audience?

3. How can you protect yourself from unwanted emails?

Networking Issues  - Advantages and Dangers

1. Why is networking the computers in an organisation a worthwhile exercise?

2. What dangers do organisations need to be aware of when using networks?
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